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The CSIS IPT:
• Is a “cluster” IPT managing over 30 different 

projects,

• is “dual-accountable” to CDP and CE/DCSA

• was formed early in 2000 from (at least) 3 ex-PE 
Business Units

• comprises some 85 staff, civilian & military, 
mainly in Bristol, also at High Wycombe & 
Portsmouth, 

• runs in-year budgets of ~ £65M for new capability 
and ~ £40M for capability support.
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Projects
• Almost all deliver capability incrementally, 

major projects are:
– Joint Operations Command System (JOCS)
– RN Command Support System (RN CSS)
– RAF Command Control Information System (RAFCCIS)

• Other projects include:
– Lychgate and FOCSLE
– Command Task Force 345 (SMBPS)
– Pilot Direct Broadcast System
– Joint Command System (Logistic)
– UKINTELWEB
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The Headlines
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Network Enabled Capability
Network Centric Warfare

System of Systems
Interoperability   - Systems Engineering       - Integration

Sensor to Shooter
End to End Service Delivery

Detect – Decide – Destroy    
USAF Colonel John Boyd devised the concept of 

Observe, Orientate, Decide and Act (OODA) as a model 

for military decision making. following his experience 

in air-to-air combat during the Korean War, 
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for military decision making. following his experience 

in air-to-air combat during the Korean War, 

capability? - what capability?
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Or this?
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Or 
this?



Common Infrastructure

Integrated
ISTAR 
Assets

Broadcast/comms
services

PJHQ
JFHQ

JFHQ Afloat Tactical
HQs

UK based and theatre support
- logistics,  intelligence etc

Integration
of sensors, 
platforms 
and 
weapons

Precision Forces 
and Strike Assets

Command Centres

Network Enabled 
OperationsALL OF THESE!



CSISCSIS
“Information Superiority across Defence”

Smart Acquisition:

Capability Area Plan

URD User Requirement
Document

URDSUN

Statements of
User Need

ProjectProjectProject

System
Requirement

DocumentSRD
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URD

Legacy
Project

SRD

URD

Project

SRD

URD

Project

SRD

URD

Project

SRD

Actually:
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ProjectProject

Incremental
Project

Legacy
Project
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The separate requirements
are contiguous parts of a whole: 

URD2URD2URD1URD1
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The requirement/project jigsaw
is multi-dimensional and time dependent
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Each consideration of new need or
balance of investment

Requires a slice through the
continuum
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So  - What is capability?

From one end:

The capability to strike
requires the capability to 

find and identify, the 
capability to decide and 

the capability to 
communicate
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So  - What is capability?

From the other end:

An intelligence capability 
is of little value if all it ever 
allows you to do is watch.
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So  - What is capability?

From the middle:

“If they seriously 
think they can 

push that volume 
of data through 

my system they’re 
barking!”

“For the cost of a 
single one of those 
shiny pieces of kit 

they could have the 
best decision support 

IT in the world!”
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If no project is an island:
• Where do we take our slice?
• How do we set the boundaries?

Here be dragons!

If we need the whole picture:
• How do we capture legacy programmes?
• How do we balance investment to 

address real end-to-end capability?

The difficult bit:-

Here be Capability Managers!
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Exploiting Information for Command


